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Continuous Monitoring  

• Contractor submitted changes or information
• Review news and reporting
• Automated data feeds

• QA performed

Analysis 

• Assess risk indicators for business 
& security related vulnerabilities

• Assess risk indicators for threats

Determine Risk Treatment 

• Review relevant assessments
• Develop Risk Mitigation Strategy

Oversight  

• Conduct oversight & Security Reviews 
• Provide engagement, support 

& outreach

Stages
Review & Triage

Analysis
Determine Risk Treatment
Implement Risk Treatment

Oversight
CM

Review & Triage 

• Review Sponsorship Package for legitimate need
• Review EED Package for completeness
• Identify risk indicators w/referrals

• Initiate necessary KMP PCLs

Implement Risk Treatment  

• Execute interim measures, if necessary
• Negotiate terms with contractor, as required

• Execute governance and operational mitigations

E N T I T Y  E L I G I B I L I T Y  
D E T E R M I N A T I O N  ( A D J U D I C A T E )

G O V E R N M E N T  C O N T R A C T I N G  
A C T I V I T Y  O R  C L E A R E D  

C O N T R A C T O R  S P O N S O R S

UNCLASSIFED

UNCLASSIFED

DCSA Entity Eligibility Determination Lifecycle (aka Facility Clearance)
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